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New applications and smart devices enable employers to collect enormous quantities of 
employees’ personal data and to do so within a reasonable time and with inexpensive 
means (Ogriseg, 2017). In addition to prediction and flagging tools, remote monitoring 
and time-tracking, gamification and algorithmic management (Mateescu & Nguyen, 
2019), for the last decade, employers have also experimented with the use of Radio 
Frequency Identification (RFID) microchips as additional tools for monitoring employee 
activities (Michael & Michael, 2013; Smith, 2008). In fact, research indicates that during 
the last decade employers around the world (e.g. USA, Mexico, Sweden, Belgium, 
Estonia) have started to implant employees with microchips (Esfola, 2018; Petersen 
2019).  
 
Initially microchips were used to track livestock and pet animals for their proper 
identification (Khan, 2015). Today, however, chips are being injected into human bodies 
worldwide for a variety of reasons, such as personal recreational use, research and 
medical applications (Ip, Michael & Michael, 2008). Although, scholars (Gauttier, 2019) 
have referred to potential new benefits microchips provide, e.g. paying for purchasing, 
triggering computers and printers, opening doors, etc.; many different problems have 
also been identified; e.g. a persons’ privacy may severely be infringed upon (Smith, 
2008). Thus, regardless the fact that some scholars (Pierce et al. 2013) have argued, 
that in the workplace context employee surveillance and monitoring could actually lead 
to beneficially effects for the workplace in case the employees are aware of the 



 

 

surveillance; more recent studies (Mousa 2015) suggest monitoring can lead to the 
increase of stressors for the employees and thereby decrease workplace morale.  
 
Even though scholars have theorized upon different ethical and legal concerns 
(Rodriguez, 2019; Ogriseg, 2017) regarding employee microchipping, empirical 
scholarship (Petersen, 2019) which would reflect upon the experiences and opinions of 
microchipped employees themselves is still currently lacking. Thus, as pointed out by 
Irp, Michael and Michael (2008), there is not enough insights about the opportunities 
and risks microchipped employees associate with the technology.  
 
In order to fill this gap in literature, in autumn 2019, we decided to carry out semi-
structured individual interviews with microchipped employees (n=14) from six different 
organizations in Estonia so as to explore their reasoning for accepting microchip 
implants from their employers and the potential benefits and problems they associate 
with the technology. Relying on the diffusion of innovations theory (DOI) by Everett 
Rogers (1962 [2003]) the current presentation aims to trace the five steps of the 
innovation-decision process our interviewed employees underwent when adopting to 
microchip implants. We decided to rely on Rogers’ (2003) theory as it has become a 
popular theoretical framework in the area of technology diffusion and adoption (Ismail, 
2006; Stuart, 2000; Dooley, 1999). 
 
Participants in our sample were found through a snowballing method. First, we 
contacted the two organisations who have gathered some media attention due to their 
microchipping practice and requested the management to distribute our invitation to 
contribute to our study. Our final sample consisted of 11 males and 3 females (N=14), 
all of whom had been carrying microchip implants in their hand from 6 months up to four 
years, with a median of two years.  
 
Our analysis indicates that social reinforcement from one’s colleagues played an 
important role in the formation of attitudes and beliefs our interviewees acquired about 
microchip implants. In fact, innovators within one’s organization, were considered most 
influential for spreading awareness and knowledge about the microchips. The ease of 
use and the opportunity to carry the chip on oneself at all times were perceived as the 
main relative advantages of the microchip implants. At the same time, some 
interviewees believed the innovation to be compatible not only with their own individual 
needs and values but also with the existing values and overall culture of their 
organisations. In short, our interviews also reveal a strong element of homophily 
existing within the social system both on the organisational as well as interpersonal 
levels. For example, employees who decided to get a microchip implant were 
considered to be more loyal and dedicated as well as more in sync with the overall 
goals and values of the organisation; whereas the employees who rejected the 
innovation were viewed as less motivated and not as invested in their organisatios.   
 
Although social reinforcement by colleagues played an important role in their decisions, 
all our interviewees stressed that they were voluntary adopters of the innovation i.e. 
they perceived the idea of implanting a microchip to be the result of their own free will 
and did not feel pressured by anyone. Furthermore, our interviewees were totally 
unconcerned about the potential problems microchips could pose and wholeheartedly 



 

 

believed in the value of trade-off between convenience and privacy, referring to the 
negativity and scepticism they had experiences as “irrational paranoia”. Still, all our 
interviewees believed that microchipping should always be a voluntary thing and no 
employee should ever be persuaded or pressured into getting a microchip by their 
employer. 
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